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! Pozor na podvodné investície do kryptomien ! 

Krajské riaditeľstvo Policajného zboru v Trenčíne, opakovane upozorňuje seniorov na 
narastajúci počet podvodných telefonických hovorov, ktoré sa týkajú falošných investícií do 
kryptomien a s tým spojenými podvodnými poplatkami za prevody a podobné transakcie. 
Podvodníci sa často vydávajú za pracovníkov investičných spoločností alebo finančných 
poradcov a telefonicky kontaktujú seniorov s tvrdením, že majú vytvorený kryptomenový 
účet, o ktorom doteraz nevedeli. Následne sa snažia poškodených presvedčiť, že na tomto 
účte majú uložené alebo zhodnotené finančné prostriedky, ktoré si môžu vybrať. 

Príklad z praxe: 

V priebehu tohto týždňa sa obeťou podvodu stal 68-ročný senior, ktorého telefonicky 
kontaktovala neznáma žena. Tá mu oznámila, že má už viac ako dva roky vytvorený 
kryptomenový účet, na ktorom sa má nachádzať suma 9.000,-€. Pod zámienkou vyplatenia 
tejto sumy od neho požadovala naskenované platobné karty, prístupové heslá a úhradu 
rôznych „poplatkov za prevod financií“. Senior následne vykonal výbery a platby vo výške 
2.400,-€ a 5.400,-€ za vymyslené transakcie. Po uskutočnení týchto platieb sa s ním už nikto 
neskontaktoval a peniaze mu vyplatené neboli.  

V mnohých prípadoch ide o stratu celoživotných úspor, ktoré si seniori odkladali dlhé 
roky s cieľom zabezpečiť si lieky, zdravotnú starostlivosť, dôstojnú starobu, alebo, aby v 
prípade potreby, mohli pomôcť svojim blízkym či rodine a v neposlednom rade peniaze na 
zabezpečenie dôstojného rozlúčenia. V dôsledku takýchto podvodných konaní nejde len o 
finančnú stratu. Mnoho seniorov po zistení, že sa stali obeťou podvodu, prežívajú silnú 
celoživotnú psychickú traumu, pocity hanby, strachu, bezmocnosti a straty istoty o svoju  
vlastnú existenciu.   

Na čo si treba dávať pozor: 

●​ Nikdy neverte osobe, ktorá Vám telefonicky oznámi, že máte kryptomenový alebo 
investičný účet, o ktorom ste nevedeli. 

●​ Neposkytujte žiadne osobné údaje, prístupové heslá ani údaje z platobných kariet. 
●​ Neskenujte a neposielajte fotografie platobných kariet alebo dokladov totožnosti. 
●​ Podvodníci vyvíjajú psychický nátlak, vytvárajú pocit naliehavosti a stresu. 

Ako postupovať pri podozrení: 

V prípade akéhokoľvek, aj najmenšieho podozrenia okamžite ukončite hovor, nekonajte pod 
tlakom a kontaktujte políciu na linke 158. Prevencia a vzájomná informovanosť sú 

najúčinnejšou ochranou pred podvodníkmi. 


