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! Pozor na podvodné investicie do kryptomien !

Krajské riaditel'stvo Policajného zboru v Trencine, opakovane upozoriiuje seniorov na
narastajlici po€et podvodnych telefonickych hovorov, ktoré sa tykaju falosnych investicii do
kryptomien astym spojenymi podvodnymi poplatkami za prevody a podobné transakcie.
Podvodnici sa ¢asto vydavaji za pracovnikov investicnych spolo¢nosti alebo finan¢nych
poradcov a telefonicky kontaktuju seniorov s tvrdenim, Ze maju vytvoreny kryptomenovy
ucet, o ktorom doteraz nevedeli. Nasledne sa snazia poskodenych presvedcCit, ze na tomto
ucte maju ulozené alebo zhodnotené financné prostriedky, ktoré si mézu vybrat’.

Priklad z praxe:

V priebehu tohto tyzdna sa obet'ou podvodu stal 68-ro¢ny senior, ktorého telefonicky
kontaktovala neznadma zena. T4 mu ozndmila, Ze ma uz viac ako dva roky vytvoreny
kryptomenovy ucet, na ktorom sa ma nachadzat’ suma 9.000,-€. Pod zamienkou vyplatenia
tejto sumy od neho poZadovala naskenované platobné karty, pristupové hesld a thradu
roznych ,,poplatkov za prevod financii®. Senior nasledne vykonal vybery a platby vo vyske
2.400,-€ a 5.400,-€ za vymyslené transakcie. Po uskutocneni tychto platieb sa s nim uz nikto
neskontaktoval a peniaze mu vyplatené neboli.

V_mnohych pripadoch ide o stratu celozivotnych uspor, ktoré si seniori odkladali dlhé
roky s cielom zabezpelit’ si lieky. zdravotnu starostlivost’, ddstojni starobu. alebo. aby v

pripade potreby. mohli pomdct’ svojim blizkym ¢&i rodine a v neposlednom rade peniaze na
zabezpeenie dbstojného rozludenia. V_dobsledku takychto podvodnvch konani nejde len o
finanénu stratu. Mnoho seniorov po zisteni, ze sa stali obetou podvodu, prezivaju silnu

celozivotnu psychickd traumu, pocity hanby, strachu, bezmocnosti a straty istoty o svoju
vlastni existenciu.

Na Co si treba davat’ pozor:

e Nikdy neverte osobe, ktora Vam telefonicky oznami, ze mate kryptomenovy alebo
investi¢ny ucet, o ktorom ste nevedeli.
Neposkytujte ziadne osobné udaje, pristupové hesla ani udaje z platobnych kariet.
Neskenujte a neposielajte fotografie platobnych kariet alebo dokladov totoznosti.
Podvodnici vyvijaji psychicky natlak, vytvaraji pocit naliehavosti a stresu.

Ako postupovat’ pri podozreni:
V pripade akéhokol'vek, aj najmensSieho podozrenia okamzite ukoncite hovor, nekonajte pod

tlakom a kontaktujte policiu na linke 158. Prevencia a vzdjomna informovanost’ su
najucinnejSou ochranou pred podvodnikmi.



